
It is a pivotal time for privacy and 
cybersecurity law in Canada. Understand 
the risks. Know how to navigate them. 

The privacy and cybersecurity landscape is constantly evolving. 
Get your need‑to‑know on the critical issues, including:

•	 Are you cybersecure? What you need to know for 2025

•	 From code to privacy practice: engineering your org for 
privacy readiness

•	 TPRM (Third Party Risk Management): who, what, how?

•	 Anonymization – critical updates on the new laws and 
implementation guidance

•	 When EVERYONE wants to know! Navigating increasingly 
complex notification requirements

PRIVACY AND CYBERSECURITY 
LAW AND PRACTICE: 
Critical Updates

Register today at: 

osgoodepd.ca/cybersecure

PROGRAM CHAIRS
Eric Charleston 
Partner, Borden Ladner Gervais LLP

Sylvia Klasovec (Kingsmill), BA, LLB 
Senior Fellow, Future of Privacy Forum

REGISTRATION OPTIONS
December 2, 2024: 
9:00 a.m. – 4:00 p.m. ET 
Online (Live)

OR

January 27, 2025: 
9:00 a.m. – 4:00 p.m. ET 
Online (Replay)

Can’t make the date?  
Registration includes 120‑day 
unlimited, online access to the 
recorded program.

Excellent break down of privacy from various experts.

Sophia Alleyne 
Manager, Privacy and ATIP, Canadian Air Transport Security Authority (CATSA)



9:00 a.m. ET

Program Chairs’ Welcome 

Eric Charleston 
Partner, Borden Ladner Gervais LLP

Sylvia Klasovec (Kingsmill), BA, LLB 
Senior Fellow, Future of Privacy Forum

9:10 a.m. ET

Cross‑Canada Check‑Up 

Jade Buchanan 
McCarthy Tetrault (Vancouver)

Francois Joli-Coeur 
Osler (Montreal)

Kirsten Thompson 
Dentons (Toronto)

Our program will begin with a 
wide‑ranging discussion of new and 
emerging privacy and cybersecurity issues, 
from coast to coast. The panel will review 
some of the key cases, new legislation, 
and procedures in different jurisdictions 
and discuss their impact on your practices.

9:55 a.m. ET

Are You Cybersecure? What You Need 
to Know 

Kelly McGuinness 
CFC Underwriting Ltd. 

Jaycee Roth 
Associate Managing Director,  
Cyber Risk, Kroll

Travis Walker 
Norton Rose Fulbright 

•	Update on Bill 194 (ON) 

•	Review of significant regulatory decisions 
and caselaw in past year and the 
practical applications

•	What insurers expect

Over one intensive day, Canada’s leading 
industry and legal experts will guide you 
through the latest developments in Canadian 
privacy and cybersecurity law and practice. 

Get the key information you need to advise with confidence, plus 
immediately applicable insights and practical strategies to competently 
manage today’s cybersecurity threat landscape.

Topics Include
•	 Evolving cybersecurity standards: what is “reasonable”

•	 Cyber incident response journal: Tips from the trenches

•	 Cross‑Canada check‑up – what’s happening and what’s to come 
from coast to coast

•	 Intersection between data, AI and governance and why it matters 
for your clients

•	 TPRM: Tips for using international vendors (including pitfalls to avoid)

Who Should Attend
•	 Lawyers interested or advising on privacy, cybersecurity, IT/e‑commerce law

•	 Government and regulatory counsel or representatives

•	 Privacy, information, security, and technology officers

•	 Compliance and risk management professionals

•	 Consultants in IT or privacy and cybersecurity

•	 Professionals in a managerial, executive or director position looking to 
increase their knowledge in privacy and cybersecurity

Privacy and Cybersecurity  
Law and Practice: 
Critical Updates

Register today at: 
osgoodepd.ca/cybersecure

Agenda



your agreement need to say

•	How to operationalize

•	How do you know if something has 
gone wrong? Risk identification, reporting 
and escalation flow

2:10 p.m. ET

Cyber Incident Response Journal: 
Tips from the Trenches 

Eric Charleston 
BLG LLP 

David Krebs 
Miller Thomson 

•	When EVERYONE wants to know! 
Navigating increasingly complex 
notification requirements

•	Third party breaches: not your network, 
still your problem

•	Ransomware: is encryption access?

3:00 p.m. ET

Health Break

3:15 p.m. ET

Anonymization in 2025

Kathrin Gardhouse 
Privacy Evangelist, Private AI 

Patrick Laverty‑Lavoie  
BLG LLP 

The law is changing and new 
anonymization requirements are on the 
way. Learn from the experts what you 
need to do to implement these changes. 

•	 Overview of the key changes and 
guidance on tactical implementation

•	Business implications – how does 
anonymization impact the value of your 
data?

4:00 p.m. ET

Program Ends

•	Evolving cybersecurity standards: what is 
“reasonable”?

•	Why and how organizations are investing

10:55 a.m. ET

Health Break

11:10 a.m. ET

From Code to Privacy Practice: 
Engineering Your Org for Privacy 
Readiness 

Amalia Barthel, CIPM, CIPT, CRISC, 
CISM, PMP, CDPSE 
Trusteva Consulting Inc.

Sylvia Klasovec (Kingsmill), BA, LLB 
Senior Fellow, Future of Privacy Forum 
 
Our experts will drill down on a Use Case 
and discuss how things played out in a 
real‑life scenario. They will guide you 
through some of the key issues, including:

•	Intersection between data, AI and 
governance 

•	Privacy engineering approach to the 
data lifecycle

•	Automation: shifting away from policy/
paper to automated systems

•	Where do we go from here? 

12:10 p.m. ET

Lunch

1:10 p.m. ET

TPRM (Third Party Risk Management): 
Who, What, How? 

Nik Fuller 
FLLR Consulting 

Shane Morganstein 
BLG LLP 

•	Who: Vendor due diligence

-	Tactics and tips for using international 
vendors (including things to look out for)

•	What: contractual base line – what does 
© Osgoode Professional Development, 2024

From our Certificate in 
Privacy and Cybersecurity 
Law program:

The content provided was 
insightful, thorough and easy 
to digest.

The arrangement of the 
various topics was well 
balanced to provide a broad 
conceptual framework; 
sufficiently intense to make 
it interesting; and the 
speakers were dynamic and 
knowledgeable. I like the 
quick and intense pace of the 
program.

The course content, layout of 
the various topics and choice 
of speakers is superb. It is 
like watching an excellent 
movie that is captivating 
and interesting. The pace of 
presentation and intensity 
of the content keeps one 
focused and not prone to 
distractions. This is a great 
learning experience.

Like usual, Osgoode sessions 
are full of new information 
to help agencies like mine 
make informed choices on 
challenging topics in the 
workplace.
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Sylvia Klasovec (Kingsmill), BA, LLB 
Senior Fellow, Future of Privacy Forum
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Registration Details
Fee Per Delegate: $895 + TAX 
Newly Licensed*: $447.50 + TAX

*This fee applies to newly licensed regulated professionals within the past 2 years 

Fees include attendance and electronic program materials. Group 
discounts are available. Visit www.osgoodepd.ca/group‑discounts 
for details. Please inquire about financial assistance.

Program Changes 
We will make every effort to present the program as advertised, 
but it may be necessary to change the date, location, speakers or 
content with little or no notice. In the event of program cancellation, 
York University’s and Osgoode Hall Law School’s liability is limited to 
reimbursement of paid fees. 

Cancellations and Substitutions  
Substitution of registrants is permitted at any time prior to the start 
date of the program. If you are unable to find a substitute, a full refund 
is available if a cancellation request is received in writing 14 days prior 
to the start of the program. If a cancellation request is made with 
less than 14 days notice, an administrative fee equal to 20% of the 
program cost, to a maximum of $250 will apply per person. Payment 
is required to receive access to the program.

Privacy and Cybersecurity 
Law and Practice: 
Critical Updates

Register today at: 

osgoodepd.ca/cybersecure

Register today at: 
osgoodepd.ca/cybersecure

Email: osgoodepd@osgoode.yorku.ca

Phone: 416 597 9724

Mail: 1 Dundas Street West, 26th Floor, Toronto, ON, M5G 1Z3

Excellent break down of privacy from 
various experts.

Sophia Alleyne 
Manager, Privacy and ATIP,  
Canadian Air Transport Security Authority (CATSA)

OsgoodePD has been approved as an Accredited Provider  
of Professionalism Content by the LSO. 

Eligible CPD Hours – LSO (ON): 5h 50m CPD  
(4h 50m Substantive; 1h Professionalism) 

OsgoodePD programs may be eligible for CPD/MCLE credits  
in other Canadian and US jurisdictions. To inquire about  
credit eligibility, please contact cpd@osgoode.yorku.ca.

This program is approved for LAWPRO Risk Management Credit.


